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ATTACHMENT 2: ARTICLE AND RUBRIC

16 Million Could Cast Paperless Ballots Vulnerable to Hacking in 2020 

Congressional Democrats are pushing for election security measures that are opposed by Republican leadership.

WASHINGTON — More than one in 10 voters could cast ballots on paperless voting machines in the 2020 general election, ac-
cording to a new analysis, leaving their ballots more vulnerable to hacking.

A study released by the Brennan Center for Justice at NYU School of Law on Tuesday evaluates the state of the country’s election 
security six months before the New Hampshire primary and concludes that much more needs to be done. While there has been 
significant progress by states and the federal government since Russian agents targeted U.S. state election systems ahead of 
the 2016 presidential election, the analysis notes that many states have not taken all of the steps needed to ensure that doesn’t 
happen again.

The report also notes that around a third of all local election jurisdictions were using voting machines that are at least a decade 
old, despite recommendations they be replaced after 10 years. The Associated Press reported last month that many election 
systems are running on old Windows 7 software that will soon be outdated.

“We should replace antiquated equipment, and paperless equipment in particular, as soon as possible,” the report recommends.

The analysis comes as Congress is debating how much federal government help is needed to ensure state election systems are 
protected. Democrats have put forward legislation to require paper balloting, give more assistance to the states and give them 
more money to make improvements. But some Republicans, including Senate Majority Leader Mitch McConnell, are wary of too 
much federal intervention and have said no more funding is needed.

Using voter registration and turnout data, the Brennan Center estimates that as many as 12% of voters, or around 16 million 
people, will vote on paperless equipment in November 2020. Security experts have said that paper-based systems provide better 
security because they create a record that voters can review before casting their ballots and election workers can use them to 
audit results.

Still, the number represents an improvement from 2016, when 20 percent of voters cast ballots on paperless equipment. In the 
last presidential election, 14 states used paperless voting machines as the primary polling place equipment in at least some 
counties and towns. In 2020, the Brennan Center estimates, that number will drop to no more than eight.

The states that could still have some paperless balloting are Indiana, Kansas, Kentucky, Louisiana, New Jersey, Mississippi, Texas, 
and Tennessee.

Three states, Arkansas, Delaware, and Virginia, transitioned to paper-based voting equipment since the 2016 election. And Geor-
gia, South Carolina, and Pennsylvania have committed to replacing equipment by the 2020 election.

Homeland Security officials notified election officials in 21 states in 2017 that their systems had been targeted by Russia. Author-
ities have since said they believe all states were targeted to varying degrees.

Russian President Vladimir Putin, responding to a question from the AP during a meeting with chief executives of international 
news agencies in St. Petersburg in June, denied that his government interfered in the 2016 U.S. presidential election despite the 
extensive evidence to the contrary. Putin also insisted that Moscow has no intention of interfering in any future elections, saying, 
“We didn’t meddle, we aren’t meddling and we will not meddle in any elections.”

FIVE QUESTIONS TO IDENTIFY RELIABLE MEDIA CONTENT
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Type Correctly identifies the type of source and 
offers logical/reasoned support Correctly identifies the type of source Incorrectly identifies the type of source

Source
Identifies main sources of information AND 
the credentials/expertise of those sources 
AND justifies why each source should or 
should not be believed

Identifies main sources of information AND 
the credentials/expertise of those sources OR 
justifies why each source should or should not 
be believed

Identifies sources without explaining their 
expertise or justifying why each source should 
or should not be believed

Evidence Lists evidence AND addresses how the author 
vetted that evidence for accuracy

Lists evidence without addressing how the 
author vetted that evidence for accuracy Gives an incomplete list of evidence

Interpretation
Offers an opinion on the quality of interpre-
tation AND offers some justification for that 
opinion

Offers an opinion on the quality of interpre-
tation AND offers some justification for that 
opinion

Offers an opinion on the quality of interpreta-
tion WITHOUT justifying that opinion

Completeness

Clearly identifies missing information, per-
spectives, or evidence AND explains why the 
missing items are important AND evaluates 
whether or not the author acknowledges the 
gaps in their information

Clearly identifies missing information, per-
spectives, or evidence AND explains why the 
missing items are important OR evaluates 
whether or not the author acknowledges the 
gaps in their information

Clearly identifies missing information, per-
spectives, or evidence

Discuss these questions after completing the rubric:

•	 Overall, how reliable do you find this article?
•	 Are there certain criteria that you scored the article particularly high or low on? Why did you score it as you did? 
•	 How could you change the article so that it better meets the criteria?
•	 How easy or difficult was it to come up with a consensus about the scores you gave on each criterion?


